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ABB Vulnerabilities

Absolute Security Advisories

Acronis Security Advisories

Adobe Vulnerabilities

Aleph Research Vulnerability Reports

Alma Linux Advisories

Alpine Linux Advisories

Amazon Linux Security Center

AMD Security Bulletins

Android Security Bulletins

AppCheck Security Alerts

Apple Security Updates

Arch Linux

Arista Networks Security Advisories

ASRG Security Advisories

AssetNote Security Advisories

ASUSTek Computer Inc.

Atlassian Security Advisories

AusCERT Bulletins

Avaya Security Advisories

AVEVA Group Limited

B&R Security Advisories

Baxter Security Advisories

B. Braun Medical Security Advisories

Becton Dickinson Advisories

BDU Advisories



Beckhoff Security Advisories

Belden Security Bulletins Security Advisories

Binarly Advisories

Bitdefender Security Advisories

BlackBerry Security Advisories

Black Lantern Security Advisories

Bosch Security Advisories

Boston Scientific Advisories

VulnCheck Botnets

Canadian Centre for Cyber Security Alerts and Advisories

CANVAS Exploit Packs

Carestream Product Security Advisories

Cargo (Rust) packages with package versions

Carrier Product Security Advisories

CBL-Mariner Vulnerabilities

CentOS Security Advisories

CERT-EU The Computer Emergency Response Team for the EU Institutions

ChainGuard Security Advisories

CheckPoint Security Advisories

Release updates from the Chrome team

CISA Security Advisories

CISA Known Exploited Vulnerabilities

Cisco Security Advisories

Cisco Talos Advisories

Citrix Security Advisories

Team 82: The Claroty Research Team

CloudVulnDB

The Chinese National Vulnerability Database

CNVD Bulletins

CNVD Flaws



CocoaPods packages with package versions

Codesys Advisories

Compass Security Advisories

PHP Composer packages with package versions

C/C++ packages with package versions

Crestron Security Advisories

Curl CVEs

Common Weakness Enumeration Database

Dahua Security Advisories

Dassault Systèmes Security Advisories

Debian Security Advisories

Debian Security Advisories

Dell Security Advisories

Delta Controls Security Bulletins

DotCMS Security Advisories

Dragos SecurityAdvisories

DrayTek Security Advisories

Eaton Advisories

Elastic Security Advisories

Emerson Cyber Security Notifications

VulnCheck EOL Coverage

EPSS Data

VulnCheck Exploit Chains

Vulncheck Exploit Intelligence Data

Fedora Security Advisories

ForgeRock Security Advisories

FortiGuard Fortinet

FreeBSD Security Advisories

Gallagher Security Advisories

GE Gas Product Security Advisories



GE Healthcare Advisories

Ruby (gem) packages with package versions

GIGABYTE Security Advisories

Gitee Exploits

GitHub Exploits

GitLab Advisory Database

GitLab Exploits

GnuTLS Security Advisories

Golang packages with package versions

Project Zero In the Wild Exploits

Grafana Labs Security Fixes

GreyNoise Metadata

Hackage (Haskell) packages with package versions

HashiCorp Security Updates

Haskell Security Advisory DB

HCLSoftware Security Bulletins

Hex (Erlang) packages with package versions

Hikvision Security Advisories

Hillrom Advisories

Hitachi Software Vulnerabilities

Hitachi Energy Cybersecurity Advisories and Notifications

Hong Kong CERT Security Bulletins

HP Security Bulletins

OpenEuler Operating System Security Advisories

Huawei IPS Vulnerabilities

Huawei Security Bulletins

Information Assurance Vulnerability Alerts (IAVA)

IBM Security Bulletins

Idemia Product Security Vulnerabilities

Gov.il Security Alerts



Gov.il CVE Advisories

Incibe CERT Early Warnings

VulnCheck Initial Access Intelligence

Intel® Product Security Center Advisories

Istio Security Bulletins

Jenkins Security Advisories

JetBrains Security Issues

JFrog Security Advisories

Johnson & Johnson Advisories

Kaspersky ICS CERT

KR-CERT Notices

KR-CERT Vulnerabilities

Kubernetes Security Issues

Lenovo Product Security Advisories

Lexmark Security Advisories

M-Files Security Advisories

Moroccan CERT Security Bulletins

ManageEngine Security Updates

Maven (Java) packages with package versions

MediaTek Security Bulletins

Medtronic Security Bulletins

Metasploit Modules

MikroTik Security Advisories

MITRE ATT&CK Technique ID to CVE List

Mitsubishi Electric Vulnerabilities

MongoDB Security Alerts

Moxa Security Advisories

Mozilla Foundation Security Advisories

Naver Security Advisories

NEC Security Information Notices



Tenable Research Advisories

NetApp Security Advisories

NETGEAR Security Advisories

Netskope Security Advisories

Nginx Security Advisories

NHS Cyber Alerts

National Instruments Security Updates

NIST NVD 1.0 CVE data built from NIST NVD 2.0 CVE Data

NIST NVD 2.0

NIST NVD 2.0 CPE Match

NodeJS Security Advisories

Nokia Product Security Advisories

NPM (JS/TS) packages with package versions

Nuget (C#/F#) packages with package versions

NVIDIA Security Bulletins

CERT NZ Security Advisories

Octopus Deploy Security Advisories

Okta Security Advisories

Omron Vulnerability Advisories

opam (OCaml) packages with package versions

OpenBSD Security Fixes

OpenSSL Security Advisories

OpenWrt Security Advisories

Oracle Security Advisories

Oracle Critical Patch Update Advisories

Oracle Critical Patch Updates CSAF

Open Source Vulnerabilities Database

OTRS Security Advisories

OwnCloud Security Advisories

Palantir Security Bulletins



Palo Alto Networks Security Advisories

Panasonic Vulnerability Advisory List

PaperCut Security Vulnerabilities

Pega Security Bulletins

Philips Security Advisories

Phoenix Contact Security Advisories

Progress Product Alert Bulletins

Proofpoint Security Advisories

Pub (Dart/Flutter) packages with package versions

Pure Storage Security Bulletins

PyPA Security Advisories

PyPi (Python) packages with package versions

QNAP Security Advisories

Qualcomm Security Bulletins

Qualys Security Advisories

VulnCheck Ransomware

Red Hat Security Advisories

Renesas Security Advisories

Rockwell Automation Security Advisories

Rocky Linux Advisories

RustSec Advisories

Saudi CERT

SAINT Exploits

SalesForce Security Advisories

Samba Security Releases

SAP Security Patch Days

Schneider Electric Security Notifications

Schweitzer Engineering Laboratories Security Notifications

ServiceNow CVE Security Advisories

Shadowserver Foundation Vulnerabilities



SICK Security Advisories

Siemens Security Advisories

Sierra Wireless Security Bulletins

CSA Alerts and Advisories

SolarWinds Security Vulnerabilities

SonicWall Security Advisories

Spacelabs Security Advisories

Spring Security Advisories

SSD Secure Disclosure Advisories

Stormshield Advisories

Stryker Security Advisories

Sudo Security Advisories

SUSE Security Advisories

Swift packages with package versions

Swisslog Healthcare CVE Disclosures

Synology Product Security Advisories

TeamViewer Security Bulletins

Tencent Vulnerability Risk Notices

Thales Security Updates

the missing link Security Advisories

VulnCheck Threat Actors Data

Texas Instruments Security Bulletins

TIBCO Security Advisories

TP-Link Security Advisories

Trend Micro Security Bulletins

Taiwan CERT Vulnerability Notes

Ubiquiti Security Advisory Bulletins

Ubuntu Security Notices

Unify Product Security Advisories and Security Notes

UNISOC Security Bulletins



USOM Security Notices

VapidLabs Vulnerabilities

VDE CERT Advisories

Veeam Security Advisories

VulnCheck KEV

VulnCheck NVD

VulnCheck NVD V2

Vulnerability Aliases

Vyaire Security Bulletins

Watchguard Security Advisories

Wolfi Security Advisories

WolfSSL Vulnerabilities

Xerox Security Bulletins

Xiaomi Security Bulletins

Xylem Security Advisories

Yokogawa Security Advisories

Zero Day Initiative Advisories

ZeroScience Vulnerabilities

Zimbra Security Advisories

Zoom Security Bulletins

Zscaler Security Advisories

ZUSO Vulnerability Notifications

Zyxel Security Advisories


